
COURSE NAME DURATION
Certified Ethical Hacker (CEH) 35 hours

Certified Information Systems Security 
Professional(CISSP) 35 hours

Certified Secure Computer User (CSCU) 35 hours
Certified Network Defender (CND) 35 hours

Certified Information Systems Auditor (CISA) 32 hours

Certified Cloud Security Professional (CCSP) 40 hours

Certified Information Security Manager(CISM) 32 hours

CompTIA Advanced Security Practitioner 
(CompTIA CASP+) 32 hours

CompTIA Cybersecurity Analyst (CompTIA 
CYSA+) 32 hours

CompTIA PenTest+ 32 hours
CompTIA Security+ 32 hours

CompTIA A+ 32 hours
CompTIA Network+ 32 hours

CompTIA IT Fundamentals 32 hours
Palo Alto Network 35 hours

.NET, C# and ASP.NET Security 
Development 14 hours

Advanced C#, ASP.NET and Web 
Application Security 21 hours

Advanced Java Security 21 hours
Advanced Java, JEE, and Web Application 

Security 28 hours

Android Security 14 hours
Apache Shiro: Securing Your Java 

Application 7 hours

Application Security for Developers 21 hours
Application Security in the Cloud 21 hours

Automotive Cyber Security Fundamentals 21 hours
Basel III – Certified Basel Professional 21 hours
Beyond Ethical Hacking - Advanced 

Software Security 35 hours

BeyondCorp: Implementing Zero Trust 
Security 14 hours



Building up information security according to 
ISO 27005 21 hours

Business Continuity Management 35 hours
Business Continuity Practitioner 14 hours

C/C++ Secure Coding 21 hours
CAS: Setting Up a Single-Sign-On 

Authentication Server 7 hours

CCSK Plus (Certificate of Cloud Security 
Knowledge - Plus) 14 hours

Certified Information System Security 
Professional (CISSP) CBK Review 35 hours

CGEIT – Certified in the Governance of 
Enterprise IT 28 hours

CHFI - Certified Digital Forensics Examiner 35 hours
Combined C/C++, JAVA, and Web 

Application Security 28 hours

Combined C/C++/C#, ASP.NET, and Web 
Application Security 28 hours

Combined JAVA, PHP, and Web Application 
Security 28 hours

Compliance and the Management of 
Compliance Risk 21 hours

Comprehensive C# and .NET Application 
Security 21 hours

Computer Room Security and Maintenance 14 hours
CRISC - Certified in Risk and Information 

Systems Control 21 hours

Crypto Currencies and the Blockchain 7 hours
Cyber Crime in Business 7 hours

Cyber Crisis & Communications Planning 7 hours
Cyber Defence (SOC) Analyst Foundation 7 hours

Cyber Emergency Response Team (CERT) 7 hours
Cyber Resilience RESILIA Foundation 14 hours

Cybersecurity Fundamentals 21 hours
Data Protection Practitioner 14 hours

DevOps Security: Creating a DevOps 
Security Strategy 7 hours

Digital Identity for Telecom 21 hours
Embedded Systems Security 21 hours

End-User Security: Protecting Your Online 
Footprint 14 hours



Ethical Hacking and Countermeasures 35 hours
Executive Cyber Security Awareness 7 hours

Fundamentals of Corporate Cyber Warfare 14 hours
Fundamentals of Information Systems 

Security 21 hours

Governance, Risk Management & 
Compliance (GRC) Fundamentals 21 hours

HIPAA Compliance for Developers 7 hours
How to Write Secure Code 35 hours

IBM Qradar SIEM: Beginner to Advanced 14 hours
Information Systems Auditor 35 hours

Interactive Application Security Testing 
(IAST) 14 hours

Introduction to ISO27001 7 hours
IoT Security Architecture 14 hours

Java and Web Application Security 21 hours
Microsoft SDL Core 14 hours

Mobile Forensic Security 7 hours
NB-IoT for Developers 7 hours

NetNORAD 7 hours
Network Penetration Testing 35 hours

Network Security Administrator 35 hours

Network Security and Secure Communication 21 hours

Node.JS and Web Application Security 21 hours

Open Source Cyber Intelligence - Introduction 7 hours

Open Source Intelligence (OSINT) Advanced 21 hours

Operational Cloud Security 14 hours
PCI-DSS Practitioner 14 hours

PKI & TLS Security Implementation 7 hours
PKI: Implement and Manage 21 hours

Public Key Infrastructure 21 hours
Secure by Design 7 hours

Secure coding in PHP 21 hours
Secure Developer .NET (Inc OWASP) 21 hours
Secure Developer Java (Inc OWASP) 21 hours

Secure Web Application Development and 
Testing 21 hours



Securing Windows Using PowerShell 
Automation 42 hours

Security Analyst 35 hours
Security Policy Management 35 hours
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